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SOMOS INESEM

INESEM es una Business School online especializada con un fuerte sentido transformacional. En un
mundo cambiante donde la tecnologia se desarrolla a un ritmo vertiginoso nosotros somos activos,
evolucionamos y damos respuestas a estas situaciones.

Apostamos por aplicar la innovacién tecnoldgica a todos los niveles en los que se produce la
transmision de conocimiento. Formamos a profesionales altamente capacitados para los trabajos mas
demandados en el mercado laboral; profesionales innovadores, emprendedores, analiticos, con
habilidades directivas y con una capacidad de anadir valor, no solo a las empresas en las que estén
trabajando, sino también a la sociedad. Y todo esto lo podemos realizar con una base sélida sostenida
por nuestros objetivos y valores.
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A way to learn, a way to grow
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RANKINGS DE INESEM

INESEM Business School ha obtenido reconocimiento tanto a nivel nacional como internacional debido
a su firme compromiso con la innovacion y el cambio.

Para evaluar su posicién en estos rankings, se consideran diversos indicadores que incluyen la

percepcion online y offline, la excelencia de la institucién, su compromiso social, su enfoque en la
innovacién educativay el perfil de su personal académico.
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ALIANZAS Y ACREDITACIONES
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BY EDUCA EDTECH

Inesem es una marca avalada por EDUCA EDTECH Group, que estd compuesto por un conjunto de
experimentadas y reconocidas instituciones educativas de formacién online. Todas las entidades que
lo forman comparten la misién de democratizar el acceso a la educacioén y apuestan por la
transferencia de conocimiento, por el desarrollo tecnolégico y por la investigacion.
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METODOLOGIA LXP

La metodologia EDUCA LXP permite una experiencia mejorada de aprendizaje integrando la Al en
los procesos de e-learning, a través de modelos predictivos altamente personalizados, derivados del

estudio de necesidades detectadas en la interaccion del alumnado con sus entornos virtuales.

EDUCA LXP es fruto de la Transferencia de Resultados de Investigacion de varios proyectos
multidisciplinares de |+D+i, con participacion de distintas Universidades Internacionales que
apuestan por la transferencia de conocimientos, desarrollo tecnolégico e investigacion.
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1. Flexibilidad

Aprendizaje 100% online y flexible, que permite al alumnado estudiar
donde, cuando y como quiera.

2. Accesibilidad

Cercania y comprensiéon. Democratizando el acceso a la educacién
trabajando para que todas las personas tengan la oportunidad de seguir
formandose.

3. Personalizacion

Itinerarios formativos individualizados y adaptados a las necesidades de
cada estudiante.

4. Acompanamiento / Seguimiento docente

Orientacion académica por parte de un equipo docente especialista en
su area de conocimiento, que aboga por la calidad educativa adaptando
los procesos a las necesidades del mercado laboral.

5. Innovacion

Desarrollos tecnolégicos en permanente evolucién impulsados por la Al
mediante Learning Experience Platform.

6. Excelencia educativa

Enfoque didactico orientado al trabajo por competencias, que favorece
un aprendizaje practico y significativo, garantizando el desarrollo
profesional.
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RAZONES POR LAS QUE ELEGIR INESEM

1. Nuestra Experiencia

Mas de 18 afos de experiencia. 25% de alumnos internacionales.

Mas de 300.000 alumnos ya se han for- 97% de satisfaccion

mado en nuestras aulas virtuales .
100% lo recomiendan.

Alumnos de los 5 continentes. Mas de la mitad ha vuelto a estudiar
en Inesem.

2. Nuestro Equipo

En la actualidad, Inesem cuenta con un equipo humano formado por mas 400 profesionales.
Nuestro personal se encuentra sélidamente enmarcado en una estructura que facilita la mayor
calidad en la atencién al alumnado.

3. Nuestra Metodologia

100% ONLINE APRENDIZAJE

Estudia cuando y desde donde Pretendemos que los nuevos

quieras. Accede al campus virtual conocimientos se incorporen de forma
desde cualquier dispositivo. sustantiva en la estructura cognitiva
EQUIPO DOCENTE NO ESTARAS SOLO
Inesem cuenta con un equipo de Acompafamiento por parte del equipo
profesionales que haran de tu estudio una de tutorizacién durante toda tu
experiencia de alta calidad educativa. experiencia como estudiante
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4. Calidad AENOR

Somos Agencia de Colaboraciéon N°99000000169 autorizada por el Ministerio
de Empleo y Seguridad Social.
Se llevan a cabo auditorias externas anuales que garantizan la maxima calidad AENOR.

Nuestros procesos de ensefianza estan certificados por AENOR por la ISO 9001.

GESTION GESTION

.
DELACALIDAD AMBIENTAL :: I Q N E T

1509001 15014001 2 LTD

5. Somos distribuidores de formacion

Como parte de su infraestructura y como muestra de su constante expansién Euroinnova
incluye dentro de su organizacion una editorial y una imprenta digital industrial.

°
inesem
formacion


https://www.formacioncontinua.eu/Master-Ciberinteligencia

INESEM FORMACION CONTINUA

Master en Andlisis de la Inteligencia y Ciberinteligencia + 60 Créditos ECTS

DURACION
1500 horas

MODALIDAD
ONLINE

ACOMPANAMIENTO
PERSONALIZADO

Titulacién

Titulacién de Master de Formacion Permanente en Andlisis de la Inteligencia y Ciberinteligencia con
1500 horas 'y 60 ECTS expedida por UTAMED - Universidad Tecnolégica Atlantico Mediterraneo.

INESEM BUSINESS SCHOOL

como centro acreditado para la imparticion de acciones formativas
expide el presente titulo propio

NOMBRE DEL ALUMNO/A

con nimero de documento XXXXXXXXX ha superado los estudios correspondientes de

NOMBRE DEL CURSO

on una duracion de XXX horas, perteneciente al Plan de Formacion de Inesem Business School

¥ para que surta los efectos pertinentes queda registrado con nimero de expediente XXXKX/XXXX-XXXX-XXXXXX.
Con una calificacion XXXXXXKXXXXXXXX.

¥ para que conste expido la presente titulacion en Granada, a (dia) de (mes) del (afio)
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Descripcion

Con el Master en Analisis de la Inteligencia y Ciberinteligencia podrds adquirir los conocimientos
necesarios acerca del gran desconocido mundo de la inteligencia y ciberinteligencia para la seguridad y
defensa, asi como la metodologia para analizar la informacién relacionada con esta materia, tan
importante y en auge actualmente en la sociedad. Ademas, aprenderas sobre algunas especialidades
de lainteligencia, como la econémica y corporativa, asi como humint. Por Gltimo, aprenderas sobre la
difusion, proteccién y comunicacién de inteligencia. Esta formacién tan completa, te permitird
especializar tu carrera profesional y destacar entre los pocos profesionales cualificados y conocedores
de este ambito.

Objetivos

Conocery analizar el sector de la inteligencia y ciberinteligencia.

Aprender la metodologia de andlisis e investigacién de informacion en inteligencia,
contrainteligencia y seguridad.

Tener la posibilidad de conocer la inteligencia econémica y competitiva.
Especializarse en inteligencia corporativa y conocer el humint.

Saber difundir, proteger y comunicar inteligencia.

Para qué te prepara

Este Master en Andlisis de la Inteligencia y Ciberinteligencia va dirigido a cualquier persona interesada
en adentrarse en el ambito de la inteligencia y ciberinteligencia y que desee especializar sus
conocimientos y convertirse en un profesional del sector. Concretamente se dirige a profesionales
relacionados con la sequridad, defensa e inteligencia.

A quién va dirigido

Este Master en Andlisis de la Inteligencia y Ciberinteligencia te prepara para saber analizar la
inteligencia y ciberinteligencia. Tendras la posibilidad de conocer metodologias de andlisis de
informacién, ciberseguridad, asi como el proceso de contrainteligencia. Ademas, podras especializar
tus conocimientos aprendiendo sobre inteligencia econémica y corporativa. Este Master también te
prepara para difundir, proteger y comunicar la inteligencia.

Salidas laborales

Las salidas profesionales del Master en Andlisis de la Inteligencia y Ciberinteligencia, son numerosas ya
que la sociedad estd mas digitalizada, globalizada e interconectada. Las salidas profesionales no se
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destinan a una figura concreta, pueden considerarse puestos como analista de inteligencia, o cualquier
profesional en una empresa que integre una unidad de inteligencia.

°
inesem
formacion


https://www.formacioncontinua.eu/Master-Ciberinteligencia

INESEM FORMACION CONTINUA

TEMARIO

MODULO 1. FUNDAMENTOS DE LA SEGURIDAD Y LA DEFENSA

UNIDAD DIDACTICA 1. RESENA HISTORICA DE LA DE SEGURIDAD Y LA DEFENSA
UNIDAD DIDACTICA 2. CONCEPTOS Y TIPOLOGIA DE SEGURIDAD

UNIDAD DIDACTICA 3. CONCEPTO DE DEFENSA Y SU EVOLUCION

UNIDAD DIDACTICA 4. CONCEPTO Y TIPOLOGIA DE LA AMENAZA

UNIDAD DIDACTICA 5. LA SEGURIDAD NACIONAL

UNIDAD DIDACTICA 6. LA DEFENSA NACIONAL

UNIDAD DIDACTICA 7. LA SEGURIDAD HUMANA COLECTIVA

UNIDAD DIDACTICA 8. LA RMA (REVOLUCION DE LOS ASUNTOS MILITARES) Y LA TRANSFORMACION
UNIDAD DIDACTICA 9. DIPLOMACIA, SEGURIDAD Y DEFENSA

UNIDAD DIDACTICA 10. GESTION DE CRISIS Y CONFLICTOS INTERNACIONALES
MODULO 2. INTELIGENCIA PARA LA SEGURIDAD Y LA DEFENSA

UNIDAD DIDACTICA 1. FUNDAMENTOS Y PRINCIPIOS DE LA INTELIGENCIA PARA LA SEGURIDAD Y LA
DEFENSA

UNIDAD DIDACTICA 2. EL CICLO DE INTELIGENCIA PARA LA SEGURIDAD Y LA DEFENSA
UNIDAD DIDACTICA 3. FUNDAMENTOS CONTRAINTELIGENCIA

UNIDAD DIDACTICA 4. EL PROCESO DE CONTRAINTELIGENCIA

UNIDAD DIDACTICA 5. SEGURIDAD Y CONTRAINTELIGENCIA

UNIDAD DIDACTICA 6. SERVICIOS DE INTELIGENCIA

UNIDAD DIDACTICA 7. SERVICIOS DE INTELIGENCIA ESPANOLES

UNIDAD DIDACTICA 8. EL SISTEMA DE SEGURIDAD NACIONAL

UNIDAD DIDACTICA 9. LA ESTRATEGIA DE SEGURIDAD NACIONAL

UNIDAD DIDACTICA 10. RIESGOS Y AMENAZAS PARA LA SEGURIDAD NACIONAL

UNIDAD DIDACTICA 11. FACTORES POTENCIADORES DEL RIESGO
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MODULO 3. CIBERSEGURIDAD EN INTELIGENCIA
UNIDAD DIDACTICA 1. INTRODUCCION Y CONCEPTOS BASICOS

UNIDAD DIDACTICA 2. NORMATIVA ESENCIAL SOBRE EL SISTEMA DE GESTION DE LA SEGURIDAD DE
LA INFORMACION (SGSI)

UNIDAD DIDACTICA 3. POLITICA DE SEGURIDAD: ANALISIS Y GESTION DE RIESGOS
UNIDAD DIDACTICA 4. AUDITORIA DE SEGURIDAD INFORMATICA

UNIDAD DIDACTICA 5. COMUNICACIONES SEGURAS: SEGURIDAD POR NIVELES
UNIDAD DIDACTICA 6. CRIPTOGRAFIA

UNIDAD DIDACTICA 7. APLICACION DE UNA INFRAESTRUCTURA DE CLAVE PUBLICA (PKI)
UNIDAD DIDACTICA 8. CIBERSEGURIDAD EN NUEVAS TECNOLOGIAS

UNIDAD DIDACTICA 9. CIBERSEGURIDAD EN SMARTPHONES

UNIDAD DIDACTICA 10. INTELIGENCIA ARTIFICIAL (IA) Y CIBERSEGURIDAD

UNIDAD DIDACTICA 11. CIBERSEGURIDAD E INTERNET DE LAS COSAS (10T)

UNIDAD DIDACTICA 11. SEGURIDAD INFORMATICA EN LA INDUSTRIA 4.0

MODULO 4. METODOS DE ANALISIS DE INFORMACION EN INTELIGENCIA Y SEGURIDAD

UNIDAD DIDACTICA 1. GENERALIDADES E INTRODUCCION AL METODO CIENTIFICO, INVESTIGACION
E INTELIGENCIA

UNIDAD DIDACTICA 2. HERRAMIENTAS DE ANALISIS DE INFORMACION EN INTELIGENCIA Y
SEGURIDAD

UNIDAD DIDACTICA 3. METODOS CIENTIFICOS DE INVESTIGACION-EXPERIMENTALES Y
CUASIEXPERIMENTALES

UNIDAD DIDACTICA 4. METODOS CUANTITATIVOS Y CUALITATIVOS

MODULO 5. METODOLOGIA DE LA INVESTIGACION EN OPERACIONES DE INTELIGENCIA Y
CONTRAINTELIGENCIA

UNIDAD DIDACTICA 1. LA PREGUNTA DE INVESTIGACION
UNIDAD DIDACTICA 2. EL PROBLEMA DE INVESTIGACION
UNIDAD DIDACTICA 3. EL TEMA DE INVESTIGACION

UNIDAD DIDACTICA 4. LOS OBJETIVOS
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UNIDAD DIDACTICA 5. METODO Y TECNICAS DE INVESTIGACION

UNIDAD DIDACTICA 6. ANTICIPO TEORICO

UNIDAD DIDACTICA 7. MARCO METODOLOGICO

UNIDAD DIDACTICA 8. DETERMINACION DE FUENTES

UNIDAD DIDACTICA 9. INVESTIGACION EN OPERACIONES DE INTELIGENCIA Y CONTRAINTELIGENCIA

MODULO 6. INTELIGENCIA ECONOMICA Y COMPETITIVA

UNIDAD DIDACTICA 1. INTELIGENCIA DE NEGOCIOS

N

10.
11.
12.
13.
14.
15.
16.
17.
18.

N A WN =

Introduccion

La piramide organizacional

Herramientas de inteligencia de negocios
Fundamentos del Datawarehouse
Caracteristicas

Ventajas

Sistemas OLTP

Implementacion del Datawarehouse
Andlisis OLAP (Drill Down, Drill Up)
Servidores OLAP (ROLAP, MOLAP, HOLAP, Mineria de Datos, Definiciones de Data Mining)
Categorias de Data Mining

Proceso de Mineria de Datos
Metodologia

Reportes

Consultas

Alertas

Andlisis

Pronésticos

UNIDAD DIDACTICA 2. LA GESTION DE PROYECTOS DE BUSINESS INTELLIGENCE

1.
2.
3.

Gestién de proyectos
Planificacion del proyecto
Riesgos
1. - Principales actores de la “Gestion del Riesgo”
2. - ldentificar los riesgos
3. - Evaluar los riesgos
4. - Tratar los riesgos
5. - Controlar los riesgos

UNIDAD DIDACTICA 3. ARQUITECTURA DE UN PROYECTO DE BUSINESS INTELLIGENCE

N =

Procesos de extraccién, transformaciéon y carga

El almacén de datos

Herramientas de visualizaciéon y consulta: reportes
Herramientas de visualizacién y consulta: DashBoards

°
inesem
formacién


https://www.formacioncontinua.eu/Master-Ciberinteligencia

INESEM FORMACION CONTINUA

5. Herramientas de visualizaciéon y consulta: OLAP
1. - Relational OLAP (ROLAP)
2. - Multidimensional OLAP (MOLAP)
3. - Hybrid OLAP (HOLAP)
4. - Dynamic OLAP (DOLAP)
. Herramientas de visualizaciéon y consulta: Data Mining
. Procesos ETL
. Creacién de cubos multidimensionales

0 N O

UNIDAD DIDACTICA 4. MODELIZACION DEL NEGOCIO

Definicién de modelo de negocio
Efectos de los cambios en el modelo de negocio sobre el resultado
Importancia de un disefio 6ptimo de modelo de negocio
Indicadores clave

1. - Claves para identificar un Indicador Clave de desempeno

PN =

UNIDAD DIDACTICA 5. COMPONENTES DE LA INTELIGENCIA DE NEGOCIO

N

. Componentes de la Inteligencia de Negocio
. Fuentes de informacién
1. - Calidad de datos
. El proceso de extraccion, transformacion y limpieza de datos o ETL
1. - Extraccién
2. -Limpieza
3. - Transformacion
4. - Integracion
5. - Actualizacién
4. Herramientas fundamentales para la inteligencia de negocio
1. - Usuarios de las herramientas de la inteligencia de negocio
5. Herramientas OLAP

N

w

UNIDAD DIDACTICA 6. PROYECTOS DE INTELIGENCIA DE NEGOCIO

Necesidad de planificacién de proyectos de inteligencia de negocio en la organizacién
Objetivos del proyecto

Evaluacién de los recursos y plazos

Fases en la planificacion del proyecto

Puntos clave para el éxito o fracaso del proyecto

AN =

UNIDAD DIDACTICA 7. SELECCION DE HERRAMIENTAS DE INTELIGENCIA DE NEGOCIO

Formacion e implicacién del personal
Proceso informal de seleccién de herramientas y proveedores
Proceso formal de seleccién de proveedores
Productos y proveedores de business intelligence
1. - Productos de Business Intelligence

PN =

UNIDAD DIDACTICA 8. NUEVAS TENDENCIAS
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Calidad y presentacion de la informacién generada por Bl
Externalizacién del proceso de negocio

La paradoja de la productividad

Adopcion de una solucién Gnica

Nuevas tendencias en herramientas de inteligencia de negocio

AN =

UNIDAD DIDACTICA 9. BIG DATA Y BUSINESS INTELLIGENCE (BI)
1. Qué es Big Data
1. - ;Por qué generamos tanta informaciéon?
2. La erade las grandes cantidades de informacién: Historia del Big Data
3. Laimportancia de almacenary extraer informacion
1. - Herramientas y tecnologias para manejo de Big Data
4. Reglas para los Big Data
5. Big Data enfocado a los negocios
1. - Casos de estudio de OPEN DATA

6. 10T (Internet of Things - Internet de las cosas)
1. - Tecnologias del internet de las cosas.

MODULO 7. INTELIGENCIA CORPORATIVA

UNIDAD DIDACTICA 1. BUSINESS INTELLIGENCE Y LA SOCIEDAD DE LA INFORMACION
UNIDAD DIDACTICA 2. PRINCIPALES PRODUCTOS DE BUSINESS INTELLIGENCE
UNIDAD DIDACTICA 3. MINERIA DE DATOS O DATA MINING Y EL APRENDIZAJE AUTOMATICO
UNIDAD DIDACTICA 4. DATAMART. CONCEPTO DE BASE DE DATOS DEPARTAMENTAL
UNIDAD DIDACTICA 5. DATAWAREHOUSE O ALMACEN DE DATOS CORPORATIVOS
UNIDAD DIDACTICA 6. INTELIGENCIA DE NEGOCIO Y HERRAMIENTAS DE ANALITICA
UNIDAD DIDACTICA 7. BUSINESS INTELLIGENCE CON POWERBI

UNIDAD DIDACTICA 8. HERRAMIENTA TABLEAU

UNIDAD DIDACTICA 9. HERRAMIENTA QLIKVIEW

MODULO 8. HUMINT: INTELIGENCIA DE FUENTES AVANZADAS

UNIDAD DIDACTICA 1. METODOS DE INTELIGENCIA DE OBTENCION DE INFORMACION
UNIDAD DIDACTICA 2. PERFILAJE Y CIENCIAS DEL COMPORTAMIENTO

UNIDAD DIDACTICA 3. LA PERCEPCION DE LAS PERSONAS Y SUS ACCIONES

UNIDAD DIDACTICA 4. VIGILANCIAS Y SEGUIMIENTOS

UNIDAD DIDACTICA 5. INVESTIGACION CON FUENTES HUMANAS. LA ENTREVISTA, INVESTIGACIONES
BAJO PRETEXTO, LA SIMULACION Y SUS LIMITES, INFILTRACION EN ESTRUCTURAS EMPRESARIALES,
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LABORALES Y SOCIALES

UNIDAD DIDACTICA 6. LA MENTIRA. CONCEPTO Y ASPECTOS GENERALES
UNIDAD DIDACTICA 7. INDICIOS DE MENTIRAS EN EL CUERPO

UNIDAD DIDACTICA 8. INDICIOS DE MENTIRAS EN EL ROSTRO. EXPRESIONES FACIALES
UNIDAD DIDACTICA 9. INDICIOS DE MENTIRAS EN EL DISCURSO. SI'Y NO
UNIDAD DIDACTICA 10. METODOS DE DETECCION DE MENTIRAS

UNIDAD DIDACTICA 11. AMBITOS DE DETECCION DE MENTIRAS

MODULO 9. DIFUSION, PROTECCION Y COMUNICACION DE INTELIGENCIA
UNIDAD DIDACTICA 1. INTELIGENCIA ENTRE ACTORES NO ESTATALES
UNIDAD DIDACTICA 2. LA NATURALEZA DE LA INFORMACION

UNIDAD DIDACTICA 3. NUEVAS REDES COMUNICACIONALES

UNIDAD DIDACTICA 4. DIFUSION DE LA INTELIGENCIA

UNIDAD DIDACTICA 5. PROTECCION DE LA INTELIGENCIA

UNIDAD DIDACTICA 6. COMUNICACION DE LA INTELIGENCIA

MODULO 10. PROYECTO FIN DE MASTER
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iMatricularme ya!

TeléfFonos de contacto
Y

IEncuéntranos aqui!

Edificio Educa Edtech

@

Horario atencién al cliente

Lunes a Jueves:

Viernes:

() inesem


https://www.formacioncontinua.eu/Master-Ciberinteligencia
https://www.formacioncontinua.eu/Master-Ciberinteligencia

inesem

formaciéon continua

By

EDUCA EDTECH
Group


https://www.formacioncontinua.eu/Master-Ciberinteligencia

