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SOMOS INESEM

INESEM es una Business School online especializada con un fuerte sentido transformacional. En un
mundo cambiante donde la tecnologia se desarrolla a un ritmo vertiginoso nosotros somos activos,
evolucionamos y damos respuestas a estas situaciones.

Apostamos por aplicar la innovacién tecnoldgica a todos los niveles en los que se produce la
transmision de conocimiento. Formamos a profesionales altamente capacitados para los trabajos mas
demandados en el mercado laboral; profesionales innovadores, emprendedores, analiticos, con
habilidades directivas y con una capacidad de anadir valor, no solo a las empresas en las que estén
trabajando, sino también a la sociedad. Y todo esto lo podemos realizar con una base sélida sostenida
por nuestros objetivos y valores.
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A way to learn, a way to grow
Elige Inesem
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RANKINGS DE INESEM

INESEM Business School ha obtenido reconocimiento tanto a nivel nacional como internacional debido
a su firme compromiso con la innovacion y el cambio.

Para evaluar su posicién en estos rankings, se consideran diversos indicadores que incluyen la

percepcion online y offline, la excelencia de la institucién, su compromiso social, su enfoque en la
innovacién educativay el perfil de su personal académico.
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ALIANZAS Y ACREDITACIONES
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BY EDUCA EDTECH

Inesem es una marca avalada por EDUCA EDTECH Group, que estd compuesto por un conjunto de
experimentadas y reconocidas instituciones educativas de formacién online. Todas las entidades que
lo forman comparten la misién de democratizar el acceso a la educacioén y apuestan por la
transferencia de conocimiento, por el desarrollo tecnolégico y por la investigacion.
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METODOLOGIA LXP

La metodologia EDUCA LXP permite una experiencia mejorada de aprendizaje integrando la Al en
los procesos de e-learning, a través de modelos predictivos altamente personalizados, derivados del

estudio de necesidades detectadas en la interaccion del alumnado con sus entornos virtuales.

EDUCA LXP es fruto de la Transferencia de Resultados de Investigacion de varios proyectos
multidisciplinares de |+D+i, con participacion de distintas Universidades Internacionales que
apuestan por la transferencia de conocimientos, desarrollo tecnolégico e investigacion.
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1. Flexibilidad

Aprendizaje 100% online y flexible, que permite al alumnado estudiar
donde, cuando y como quiera.

2. Accesibilidad

Cercania y comprensiéon. Democratizando el acceso a la educacién
trabajando para que todas las personas tengan la oportunidad de seguir
formandose.

3. Personalizacion

Itinerarios formativos individualizados y adaptados a las necesidades de
cada estudiante.

4. Acompanamiento / Seguimiento docente

Orientacion académica por parte de un equipo docente especialista en
su area de conocimiento, que aboga por la calidad educativa adaptando
los procesos a las necesidades del mercado laboral.

5. Innovacion

Desarrollos tecnolégicos en permanente evolucién impulsados por la Al
mediante Learning Experience Platform.

6. Excelencia educativa

Enfoque didactico orientado al trabajo por competencias, que favorece
un aprendizaje practico y significativo, garantizando el desarrollo
profesional.
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RAZONES POR LAS QUE ELEGIR INESEM

1. Nuestra Experiencia

Mas de 18 afos de experiencia. 25% de alumnos internacionales.

Mas de 300.000 alumnos ya se han for- 97% de satisfaccion

mado en nuestras aulas virtuales .
100% lo recomiendan.

Alumnos de los 5 continentes. Mas de la mitad ha vuelto a estudiar
en Inesem.

2. Nuestro Equipo

En la actualidad, Inesem cuenta con un equipo humano formado por mas 400 profesionales.
Nuestro personal se encuentra sélidamente enmarcado en una estructura que facilita la mayor
calidad en la atencién al alumnado.

3. Nuestra Metodologia

100% ONLINE APRENDIZAJE

Estudia cuando y desde donde Pretendemos que los nuevos

quieras. Accede al campus virtual conocimientos se incorporen de forma
desde cualquier dispositivo. sustantiva en la estructura cognitiva
EQUIPO DOCENTE NO ESTARAS SOLO
Inesem cuenta con un equipo de Acompafamiento por parte del equipo
profesionales que haran de tu estudio una de tutorizacién durante toda tu
experiencia de alta calidad educativa. experiencia como estudiante
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4. Calidad AENOR

Somos Agencia de Colaboraciéon N°99000000169 autorizada por el Ministerio
de Empleo y Seguridad Social.
Se llevan a cabo auditorias externas anuales que garantizan la maxima calidad AENOR.

Nuestros procesos de ensefianza estan certificados por AENOR por la ISO 9001.

GESTION GESTION

.
DELACALIDAD AMBIENTAL :: I Q N E T

1509001 15014001 2 LTD

5. Somos distribuidores de formacion

Como parte de su infraestructura y como muestra de su constante expansién Euroinnova
incluye dentro de su organizacion una editorial y una imprenta digital industrial.
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Master en MBA Experto en Seguridad Informatica + 60 Créditos ECTS

DURACION
1500 horas

MODALIDAD
ONLINE

ACOMPANAMIENTO
PERSONALIZADO

Titulacién

Titulacién de Master de Formacion Permanente en MBA Experto en Seguridad Informatica con 1500
horas 'y 60 ECTS expedida por UTAMED - Universidad Tecnoldgica Atlantico Mediterraneo.

INESEM BUSINESS SCHOOL

como centro acreditado para la imparticion de acciones formativas
expide el presente titulo propio

NOMBRE DEL ALUMNO/A

con nimero de documento XXXXXXXXX ha superado los estudios correspondientes de

NOMBRE DEL CURSO

on una duracion de XXX horas, perteneciente al Plan de Formacion de Inesem Business School

¥ para que surta los efectos pertinentes queda registrado con nimero de expediente XXXKX/XXXX-XXXX-XXXXXX.
Con una calificacion XXXXXXKXXXXXXXX.

¥ para que conste expido la presente titulacion en Granada, a (dia) de (mes) del (afio)
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Descripcion

En el entorno empresarial actual, la tecnologia y la seguridad informatica desempenan un papel
fundamental en el éxito de las organizaciones. El MBA Master en Tecnologia y Seguridad Informatica
ofrece una formacién integral en administracion y direccién de empresas, combinada con
conocimientos especializados en tecnologia y seguridad informatica. El master abarca una amplia
gama de temas, desde el montaje y verificacién de componentes hasta la reparaciéon de equipos 'y
componentes hardware microinformaticos. También incluye médulos sobre instalacion y configuracion
de periféricos, sistemas operativos, resolucion de averias légicas en equipos microinformaticos,
reparacion de impresoras y peritaje judicial en seguridad informatica.

Objetivos

¢ Adquirir conocimientos sélidos en administracién, aplicados al ambito de la tecnologiay la
seguridad informaética.

¢ Dominar las habilidades técnicas necesarias para el montaje y reparacién de componentes
microinformaticos.

e Desarrollar competencias en la instalacién y actualizacion de sistemas operativos, y explotaciéon
de su funcionalidad.

o Acrecentar habilidades en la resolucién de averias en equipos microinformaticos y en la
reparacién de impresoras.

e Conocer los fundamentos del peritaje judicial en seguridad informatica y su aplicacién practica.

¢ Asimilar conocimientosy técnicas de consultoria en sequridad informatica, incluyendo el Ethical
Hacking.

e Desarrollar habilidades de gestién en proyectos relacionados con la tecnologia y la seguridad
informatica.

Para qué te prepara

Este MBA Master en Tecnologia y Seguridad Informatica esta dirigido a profesionales que deseen
adquirir una sélida Formacién en administracion y direccion de empresas, con un enfoque
especializado en tecnologia y seguridad informatica. También es adecuado para emprendedores que
deseen actualizar sus conocimientos y adquirir nuevas habilidades en este campo en constante
evolucién.

A quién va dirigido

Este MBA Master en Tecnologia y Seguridad Informatica te prepara para asumir roles de liderazgo en
empresas que requieren una gestién eficiente de la tecnologia y la seguridad informatica. Te brinda
los conocimientos necesarios para tomar decisiones estratégicas, implementar soluciones
tecnoldgicas, proteger la informacion y mitigar los riesgos de seguridad. Ademads, te capacita para
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desarrollar proyectos incluyendo técnicas de Ethical Hacking.

Salidas laborales

Las salidas profesionales de este MBA Master en Tecnologia y Seguridad Informatica son directores de
tecnologia, directores de proyectos tecnolégicos, responsables de sistemas informaticos, analistas de

riesgos, peritos judiciales en seguridad informatica, entre otros. También podran emprender su propio
negocio en el dmbito de la consultoria o la seguridad informatica.
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TEMARIO

MODULO 1. LIDERAZGO Y COACHING
UNIDAD DIDACTICA 1. EL LIDERAZGO

Qué entendemos por liderazgo
Enfoques de liderazgo

Teorias de contingencia o situaciones
Estilos de liderazgo

;Qué hace un lider?

AN =

UNIDAD DIDACTICA 2. COACHING PARA EL DESARROLLO DEL LIDERAZGO

1. Coaching for Leadership

2. De directivo ejecutivo a directivo-coach
3. Elliderazgo del coach

4. Transformar un lider en coach

UNIDAD DIDACTICA 3. COACHING PARA EQUIPOS

1. Coach relacional

2. Los equiposy los grupos como elementos diferentes
3. Direccién de equipos efectivos

4. Tendencias en Coaching de recursos humanos

UNIDAD DIDACTICA 4. TEAM BUILDING

1. Cultura de equipo
2. Desarrollo de equipos mas eficientes

UNIDAD DIDACTICA 5. COACHING PARA EL DESARROLLO DIRECTIVO

1. Proceso y caracteristicas del Coaching directivo
2. Relaciones jefe-empleado La presion como método y enfoques alternativos
3. Competencias clave en la gestion de personas

UNIDAD DIDACTICA 6. MANEJO DE CONFLICTOS

El conflicto, ;problema u oportunidad?
Categorizacién del conflicto

Estrategias de negociacién

Cémo obtener rendimiento de los conflictos

PN

MODULO 2. DIRECCION DE RECURSOS HUMANOS

UNIDAD DIDACTICA 1. MODELOS ORGANIZATIVOS: LA HUMANIZACION DE LA ORGANIZACION

Ver en la web
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La importancia de las organizaciones

Aproximacién conceptual a la organizacién

Tipos de organizaciones

La estructura

Cambio y desarrollo en la organizacién

El coach como agente de cambio

Impactos derivados de la introducciéon de una cultura de coaching
Profesionales con vocacion de persona

N A WN =

UNIDAD DIDACTICA 2. DIRECCION ESTRATEGICA DE RRHH

Conceptualizacién

Perspectivas en la direccion estratégica de los recursos humanos

La relacion entre la estrategia empresarial y la de recursos humanos
Modelos de gestién estratégica de RRHH

Proceso de DERRHH

Barreras a la DERRHH

ounphpwnN-=

UNIDAD DIDACTICA 3. NUEVOS RETOS DEL DEPARTAMENTO DE RECURSOS HUMANOS

Wellbeing: el bienestar en el trabajo

El clima laboral y productividad 2.0

El empowerment o empoderamiento

De la ética empresarial a la responsabilidad social corporativa

La consultoria de Recursos Humanos

El responsable de Recursos Humanos como arquitecto de la estrategia

A e

UNIDAD DIDACTICA 4. RECLUTAMIENTO Y SELECCION DE PERSONAL

La importancia del profesiograma
El proceso de reclutamiento
Canales de reclutamiento

Tipos de reclutamiento

El proceso de seleccién

Test de selecciéon

La entrevista laboral

Entrevistas estructuradas
Dinamicas de Grupo

Plan de acogida

Vo NaL A WN =

—_—

UNIDAD DIDACTICA 5. LA ESTRATEGIA DE RECLUTAMIENTO 3.0

1. Eluso de las nuevas tecnologias en la bisqueda de trabajo
2. La estrategia del Employer Branding

UNIDAD DIDACTICA 6. TECNICAS DE E-LEARNING PARA APOYAR LA FORMACION

1. Introduccién
2. Internet va a incidir decisivamente en la forma de ensefary aprender
3. Marco teérico
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Ventajas del e-learning en la empresa

UNIDAD DIDACTICA 7. SISTEMAS DE FORMACION

nhwn=

La Formaciéon como opcién estratégica
Diagnéstico de las necesidades de formacion
La elaboracion del plan de formacion

Disefio y gestién de las acciones formativas
Financiacién de la formacion continua

UNIDAD DIDACTICA 8. INTRODUCCION A LAS COMPETENCIAS

PN =

Las competencias, un nuevo enfoque para la gestién empresarial
Competencias en el contexto laboral

;Como se adquieren las competencias?

Competencias. Tipologia y significado

UNIDAD DIDACTICA 9. GESTION POR COMPETENCIAS. IDENTIFICACION Y DEFINICION DE
COMPETENCIAS

NoubkhwnN=

Gestién por competencias

Objetivos del proceso de gestidon por competencias

Caracteristicas de la gestion por competencias

Beneficios del modelo de gestion por competencias

Definicién e implantacion de un sistema de gestién por competencias
Politicas o estrategias de un sistema de gestidon por competencias
Metacompetencias

UNIDAD DIDACTICA 10. POLITICA DE RETRIBUCION

AN =

Importancia de la politica retributiva

Objetivos del sistema retributivo

Elementos del paquete retributivo

Factores que afectan al disefno de la estrategia de retribuciones
Evaluacién del desempeno por competencias y retribucion

UNIDAD DIDACTICA 11. LA MOTIVACION EN LA EMPRESA

1. Teorias de la Motivacion
2. Tipos de motivacién y estadndares de eficacia

MODULO 3. TECNICAS DE NEGOCIACION EFICAZ

UNIDAD DIDACTICA 1. LAS REUNIONES

1.

Introduccion

2. Tipos de reuniones
3. Terminologia usada en las reuniones, juntas y asambleas
4. Etapas de una reunion

inesem
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UNIDAD DIDACTICA 2. ORGANIZACION DE REUNIONES

Definicién de los objetivos
Definicién de los contenidos
Eleccion de los participantes
Definicién de la metodologia
Definicion del marco de accién
Elaboracion de la convocatoria

ounpkpwN-=

UNIDAD DIDACTICA 3. DIRECCION DE REUNIONES, DESARROLLO Y CIERRE DE LA REUNION

Realizar la presentacién

El arte de preguntary responder
Clases de preguntas

Cémo formular preguntas

Cémo responder preguntas
Intervencion de los participantes
Utilizacién de medios técnicos y audiovisuales
Reuniones presenciales
Reuniones a distancia

Cierre de la reunion

Elaboracion del acta de reunién

SoveNOURWDN =

—_—

UNIDAD DIDACTICA 4. LAS HABILIDADES SOCIALES EN LA GESTION DE REUNIONES (1)

;Qué son las habilidades sociales?

La asertividad

Conducta inhibida, asertiva y agresiva
Entrenamiento en asertividad

PN =

UNIDAD DIDACTICA 5. LAS HABILIDADES SOCIALES EN LA GESTION DE REUNIONES (1)

La empatia

La escucha activa

La autoestima

(Qué es la autoestima?

;(Coémo se forma la autoestima?
Técnicas para mejorar la autoestima

ounpkrwn-=

UNIDAD DIDACTICA 6. RESOLUCION DE PROBLEMAS Y TOMA DE DECISIONES

Habilidades de resolucién de problemas

Técnicas basicas de resoluciéon de problemas
Técnicas mas usadas para la resolucion de problemas
Método de D\'Zurillay Nezu (1982)

El andlisis de decisiones

Toma de decisiones: el proceso de decisiéon

El proceso de decisiéon

Tomar las decisiones en grupo

N AWM=
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UNIDAD DIDACTICA 7. LA NEGOCIACION

Concepto de negociacién
Estilos de negociacion

Los caminos de la negociacion
Fases de la negociacién

PN =

UNIDAD DIDACTICA 8. TECNICAS DE NEGOCIACION

Estrategias de negociaciéon
Tacticas de negociacion
Cuestiones practicas
Lugar de negociacion
Iniciar la negociacion
Claves de la negociacion

ounpkwnNn-=

UNIDAD DIDACTICA 9. LA COMUNICACION

El proceso de comunicacién

Tipos de comunicacién

Barreras de la comunicacion

La comunicacion efectiva

Aspectos importantes en la interaccién con el interlocutor

AN =

UNIDAD DIDACTICA 10. EL GRUPO

(Qué es un grupo?

Concepto de grupo

Caracteristicas de los grupos

Funciones de los grupos

Clasificacion de los grupos

Clasificacion general de los grupos sociales

Clasificacion segun la estructura: grupos formales e informales
Clasificacion segun su identificacion: grupos de pertenencia y de referencia
Clasificacion segun la socializacién: grupos primarios y secundarios
Estructura de los grupos

Formacion y desarrollo de los grupos

~SovYReNaURWN S

—_—

UNIDAD DIDACTICA 11. LAS RELACIONES GRUPALES

El Funcionamiento del grupo

Principios de funcionamiento del grupo
Condiciones basicas para la acciéon del grupo
Relaciones entre grupos y conducta intergrupal
Elrol en el grupo

El liderazgo en el grupo

Concepto de liderazgo

Estilos de liderazgo

El papel del lider

WoOoNUAWN =
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10. La comunicacion en el grupo
UNIDAD DIDACTICA 12. LA DINAMICA DE GRUPOS

;Qué es la dindmica de grupos?

Definicién

Origenes histéricos

¢Qué son las técnicas grupales?

Definiciéon y objetivos de las técnicas grupales

Utilidad de las técnicas grupales

Clasificacion de las técnicas grupales

Fundamentos de seleccién y aplicacién de las técnicas grupales
Criterios de seleccién de la técnica

Normas generales para el uso de las técnicas de grupo

YN RAWN =

—_—

UNIDAD DIDACTICA 13. LAS TECNICAS GRUPALES EN LA ORGANIZACION

1. Técnicas de grupo grande

2. Asamblea

3. Congreso

4. Conferencia

5. Técnicas de grupo mediano

6. Grupo de discusién (mediano o grande)
7. Comision (grupo mediano y grande)

8. Mesaredonda

9. Técnicas de grupo pequeno

10. Clinica del rumor (de grandes a pequefos grupos)
11. Cuchicheo (para grupos pequefos, medianos y grandes)
12. Técnicas de trabajo o produccién grupal

13. Role-playing

14. Phillips 6.6

15. Foro

16. Didlogos simultaneos

17. Técnicas de dinamizacién grupal

18. Técnicas de iniciacion grupal o presentacion

19. Técnicas de conocimiento y confianza

20. Técnicas para estimular la creatividad

21. Técnicas para el estudio y trabajo de temas

22. Técnicas de evaluacién grupal

MODULO 4. CONTABILIDAD EMPRESARIAL
UNIDAD DIDACTICA 1. CONCEPTOS INTRODUCTORIOS EN CONTABILIDAD

1. Conceptos basicos
2. Historia de la contabilidad
3. Definicién de contabilidad

UNIDAD DIDACTICA 2. LA METODOLOGIA EN CONTABILIDAD

°
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Concepto de método contable
Método de partida doble (dualidad)
Valoracion de las partidas contables
Registro contable

Los estados contables

El patrimonio de la empresa

ounhkhwn-=

UNIDAD DIDACTICA 3. EL CICLO CONTABLE

1. Consideraciones previas

2. Proceso de apertura de la contabilidad

3. Registro contable de las operaciones

4. Determinacion del resultado Ajustes previos
5. Balance de comprobacién de sumas y saldos
6. Obtencion del resultado contable

7. Proceso de cierre de la contabilidad

8. Las cuentas anuales

9. Distribucion del resultado de la empresa

UNIDAD DIDACTICA 4. LEGISLACION CONTABLE EN ESPANA

Evolucion de la legislaciéon contable en Espania
Los libros contables

El Plan General de Contabilidad

El Plan General Contable para las PYMES
Peculiaridades de las microempresas

AN =

UNIDAD DIDACTICA 5. PRINCIPIOS Y CRITERIOS DE VALORACION CONTABLE

1. Principios aplicados en contabilidad
2. Criterios de valoracién contable

UNIDAD DIDACTICA 6. REGISTRO Y VALORACION DE GASTOS E INGRESOS

Pagosy cobros

Gastos e ingresos

Clasificacion de los gastos e ingresos

Registro contable y determinacién del resultado
Normas de Registro y Valoracién de los gastos
Normas de Registro y Valoracién de los ingresos

ounpkrwn-=

UNIDAD DIDACTICA 7. PERIODIFICACION DE INGRESOS Y GASTOS

1. Introduccién a la periodificacion contable
2. Ingresosy gastos no devengados, efectuados en el ejercicio
3. Ingresos y gastos devengados y no vencidos

UNIDAD DIDACTICA 8. VALORACION Y REGISTRO DEL INMOVILIZADO MATERIAL
1. Elinmovilizado: concepto y clases

inesem
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Elementos incluidos en el inmovilizado material

Elementos incluidos en inversiones Inmobiliarias

Activos no corrientes y grupos enajenables de elementos mantenidos para la venta
El inmovilizado en curso

Arrendamiento financiero o leasing

ounkwnN

UNIDAD DIDACTICA 9. VALORACION Y REGISTRO DEL INMOVILIZADO INTANGIBLE

Definiciones bdsicas

Componentes

Normas de registro contable

Normas de valoracién del inmovilizado intangible Correcciones valorativas

PN =

UNIDAD DIDACTICA 10. VALORACION Y REGISTRO DE LAS EXISTENCIAS

Definicion

Clasificacion de las existencias

Normas de registro contable de las existencia
Normas de valoracién contable de las existencias
Correcciones valorativas

AN =

UNIDAD DIDACTICA 11. VALORACION Y REGISTRO DE OPERACIONES DE TRAFICO (ACTIVOS
FINANCIEROS)

1. Introduccién a las operaciones de traficos
2. Registroy valoracion de los préstamos y partidas a cobrar: Clientes y deudores
3. Peculiaridades de los efectos comerciales a cobrar

UNIDAD DIDACTICA 12. VALORACION Y REGISTRO DE OPERACIONES FINANCIERAS (ACTIVOS
FINANCIEROS)

Tipologias de operaciones financieras

Registro contable de las inversiones mantenidas hasta el vencimiento
Registro contable de los activos financieros mantenidos para negociar
Registro contable de los activos financieros disponibles para la venta
Reclasificacién de los activos financieros

Intereses y dividendos recibidos de activos financieros

Inversiones en el patrimonio de empresas del grupo, multigrupo y asociadas

Nouvhkwbdn=

UNIDAD DIDACTICA 13. VALORACION Y REGISTRO DE PASIVOS FINANCIEROS

Introduccién

Contabilizacion de los débitos por operaciones comerciales
Deudas con personal de la empresa y administraciones publicas
Contabilizacién de los débitos por operaciones no comerciales
Los pasivos financieros mantenidos para negociar

Registro de la baja de pasivos financieros

Operativa de los instrumentos de patrimonio propios
Peculiaridades de los pasivos financieros

N kA WN =
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UNIDAD DIDACTICA 14. TRATAMIENTO DEL PATRIMONIO NETO

1. Conceptos basicos

2. Fondos propios

3. Subvenciones, donaciones y legados
4. Provisionesy contingencias

UNIDAD DIDACTICA 15. EL IMPUESTO SOBRE EL VALOR ANADIDO

Conceptos basicos

Definicién y normativa especifica

Tratamiento del IVA soportado e IVA repercutido
Determinacién de la base imponible

Tipo de gravamen aplicable

Tratamiento contable del Impuesto sobre el valor afiadido
Liquidacién del impuesto

NouvbkwnN =

UNIDAD DIDACTICA 16. EL IMPUESTO SOBRE SOCIEDADES

Conceptos basicos

Determinacion de la base imponible y de la cuota liquida

Devengo de los gastos

Contabilizacion del impuesto

Diferencias permanentes y temporarias

Compensacion de bases imponibles negativas de ejercicios anteriores
Diferencias entre resultado contable y resultado fiscal

Noukrwbdh =

UNIDAD DIDACTICA 17. LAS CUENTAS ANUALES

Introduccion

Balance

Cuenta de Pérdidas y ganancias

Estado de Cambios en el Patrimonio Neto
Estado de Flujos de Efectivo

Memoria

ounphpwN-=

MODULO 5. E-COMMERCE
UNIDAD DIDACTICA 1. INTRODUCCION AL COMERCIO ELECTRONICO

Auge del comercio online
Tipos de eCommerce
Atencioén al cliente
Embudos de conversiéon
Casos de éxito

AN =

UNIDAD DIDACTICA 2. PRINCIPALES PLATAFORMAS

1. Principales plataformas
2. Gestidén estratégica
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3. Plataformas del cédigo abierto
UNIDAD DIDACTICA 3. DISENO

Introduccién al Disefio Web
Accesibilidad

Usabilidad

Responsive Design

Home

Categorias

Fichas de Producto

Carrito de la compray checkout
Principales herramientas

WoOoNU A WN =

UNIDAD DIDACTICA 4. PASARELAS DE PAGO

1. Confianza, privacidad y seguridad
2. Principales formas de pago

UNIDAD DIDACTICA 5. MARCO LEGAL

Ley de Ordenacién del Comercio Minorista

Ley de Servicios de la Sociedad de la Informacién y del Comercio Electrénico (LSSI)
Reglamento General de Proteccion de Datos

Ley de Consumidores

SmartContracts

AN =

MODULO 6. FILOSOFIA LEAN
UNIDAD DIDACTICA 1. INTRODUCCION A LA FILOSOFIA LEAN

(Qué es el pensamiento Lean?

Los cimientos de la casa Lean, Kaizen
Filosofia a largo plazo

Lean thinking y los desperdicios

PN =

UNIDAD DIDACTICA 2. FILOSOFIA LEAN

1. Historia de la filosofia Lean: Toyota
2. Enfoque tradicional vs. Enfoque Lean

UNIDAD DIDACTICA 3. ESTRUCTURA DEL SISTEMA LEAN

Principios del Toyota Way

Estructura de la organizacién Lean
Focalizacion en el tiempo

Herramientas Lean basicas

Principio Lean de cero defectos
Diagrama de Ishikawa o de causa-efecto
Jidoka: autonomizacién de los defectos

°
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8. Poka Yoke: eliminacién automatica de operaciones sin calidad
UNIDAD DIDACTICA 4. METODO DE LAS 55 Y ESTANDARIZACION

Introduccién y conceptos previos sobre 5S
Resistencia a la implantacién de las 55

SEIRI o Selecciéon

SEITON u orden

SEISO o limpieza

SEIKETSU o estandarizacién

SHITSUKE, sostener, disciplina o seguir mejorando
Procedimiento general de implantacion de las 55

N WD =

UNIDAD DIDACTICA 5. CONTEXTUALIZACION DE LEAN

Lean en gestiéon de empresas, Lean Management

Lean en ingenieria software, Lean Software Development
Lean dentro de la industria, Lean Manufacturing

Leany la empresa agil, Lean Startup

N =

MODULO 7. METODOLOGIAS AGILES
UNIDAD DIDACTICA 1. INTRODUCCION A LAS METODOLOGIAS AGILES

Ingenieria de software, sus principios y objetivos
Metodologias en Espiral, Iterativa y Agiles

Practicas agiles

Métodos agiles

Evolucion de las metodologias agiles

Metodologias 4giles frente a metodologias pesadas

ounhkhwnNn-=

UNIDAD DIDACTICA 2. LA PLANIFICACION AGIL: AGILE LEADERSHIP Y CREATIVIDAD

La interacciéon como alternativa a la planificacién lineal
La comunicacién y la motivacion

Caracteristicas del liderazgo participativo
Pensamiento disruptivo y desarrollo de la idea

Pruebay error, learning by doing

nmhwn =

UNIDAD DIDACTICA 3. METODOLOGIA EXTREME PROGRAMMING (XP)

Definicién y caracteristicas de Extreme Programming
Fases y reglas de XP

La implementaciény el disefio

Los valores de XP

Equipo y cliente de XP

nhwn=

UNIDAD DIDACTICA 4. METODOLOGIA SCRUM

1. Lateoria Scrum: framework
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2. Elequipo
3. Sprint Planning
4. Cémo poner en marcha un Scrum

UNIDAD DIDACTICA 5. DESARROLLO DEL METODO KANBAN

Introduccién al método Kanban

Consejos para poner en marcha kanban

Equipo

Business Model Canvas o lienzo del modelo de negocio
Scrumban

AW =

UNIDAD DIDACTICA 6. LEAN THINKING

1. Introduccién al Lean Thinking
2. Lean Startup

UNIDAD DIDACTICA 7. OTRAS METODOLOGIAS AGILES Y TECNICAS AGILES

Agile Inception Deck

Design Thinking

DevOps

Dynamic Systems Development Method (DSDM)
Crystal Methodologies

Adaptative Software Development (ASD)
Feature Driven Development (FDD)

Agile Unified Process

N AWM=

MODULO 8. FUNDAMENTOS Y PRINCIPIOS DE LA RESPONSABILIDAD SOCIAL CORPORATIVA

UNIDAD DIDACTICA 1. LA RESPONSABILIDAD SOCIAL CORPORATIVA Y LA EMPRESA SOSTENIBLE

Introduccion a la RSC

Principios y Valores de la Etica

La Empresa Tradicional y el Cambio de Modelo
Concepto de Responsabilidad Social Corporativa
;Qué elementos debe contener la RSC?
Implantacion de la RSC: la peculiaridad de las PYMES
Andlisis de la RSC en Espana

Noubkrwn=

UNIDAD DIDACTICA 2. LOS VALORES ETICOS DE LA RSC

1. La Empresa Responsable y Sostenible: sus Valores Eticos
2. Valoresy principios de la empresa tradicional
3. Valoresy principios de la empresa responsable y sostenible

UNIDAD DIDACTICA 3. EL NUEVO MODELO DE EMPRESA RESPONSABLE Y SOSTENIBLE

1. Fundamentos de la Empresa Socialmente Responsable
2. Caracteristicas de la Empresas Socialmente Responsable
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3. La Creacion de Valory la RSC
UNIDAD DIDACTICA 4. LA DIRECCION DE EMPRESAS SOCIALMENTE RESPONSABLES

Direccién de la empresa responsable sostenible

El Gobierno Corporativo

Etica Directiva en la Empresa Responsable y Sostenible
Auditorias éticas y de RSC

El Diseno de un Programa de Actuacién de RSC

nhwn=

UNIDAD DIDACTICA 5. LOS OBJETIVOS Y LA GESTION DE LA RSC EN LAS ORGANIZACIONES

1. Formulacién de objetivos de RSC

2. Planificacion y programacion de las actividades de la RSC
3. Controly seguimiento de los avances en RSC

4. Metodologia para Implantar un Proceso de Gestién de RSC

UNIDAD DIDACTICA 6. LOS GRUPOS DE INTERES O STAKEHOLDERS

1. Los Grupos de Interés

2. Concepto y Tipologia de los stakeholders
3. Las Relaciones con los Grupos de Interés
4. LaRSCy los distintos Grupos de Interés

MODULO 9. TRANSFORMACION DIGITAL
UNIDAD DIDACTICA 1. INTRODUCCION AL LA TRANSFORMACION DIGITAL

Introduccioén a la transformacion digital
Concepto de innovacion

Concepto de tecnologia

Tipologia de la tecnologia

Punto de vista de la ventaja competitiva
Segun su disposicion en la empresa
Desde el punto de vista de un proyecto
Otros tipos de tecnologia

La innovacién tecnolégica

10. Competencias basicas de la innovacién tecnoldgica
11. El proceso de innovacion tecnolégica
12. Herramientas para innovar

13. Competitividad e innovacién

N WD =

o

UNIDAD DIDACTICA 2. LA SOCIEDAD 3.0

1. Filosofia Web 3.0 y su impacto en el mundo empresarial
2. Socializacién de la Web
3. Adaptacion del mundo empresarial a las Nuevas tecnologias

UNIDAD DIDACTICA 3. NUEVO ECOSISTEMA DIGITAL
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Community Manager

Chief Data Officer

Data Protection Officer

Data Scientist

Otros perfiles

Desarrollo de competencias informaticas

El Papel del CEO como lider en la transformacién

NoubkhwnN=

UNIDAD DIDACTICA 4. NUEVOS MODELOS DE NEGOCIO EN EL ENTORNO DIGITAL

La transicion digital del modelo de negocio tradicional
Nuevos modelos de negocio

Freemium

Modelo Long Tail

Modelo Nube y SaaS

Modelo Suscripcién

Dropshipping

Afiliacion

Infoproductos y E-Learning

Otros

eV NaUnhAWLN =
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UNIDAD DIDACTICA 5. PLAN DE TRANSFORMACION DIGITAL

Diagnéstico de la madurez digital de la empresa
Andlisis de la innovacién en la empresa
Elaboracion del roadmap

Provision de financiaciéon y recursos tecnolégicos
Implementacion del plan de transformacién digital
Seguimiento del plan de transformacion digital

aunhkhwn=

UNIDAD DIDACTICA 4. CASOS DE EXITO EN LA TRANSFORMACION DIGITAL

BBVAYy la empresa inteligente

DKV Salud y #MédicosfrentealCOVID

El Corte Inglés

Cepsay su apuesta por los servicios cloud de AWS

PN =

UNIDAD DIDACTICA 6. EL NUEVO CLIENTE DIGITAL

Redisenando el customer experience

La transformacion de los canales de distribuciéon: omnicanalidad
Plan de marketing digital

Buyer’s Journey

Growth Hacking: estrategia de crecimiento

El nuevo rol del marketing en el funnel de conversién

ounpkwn-=

UNIDAD DIDACTICA 7. NUEVOS MERCADOS, NUEVAS OPORTUNIDADES

1. Oportunidades de innovacién derivadas de la globalizacion
2. Como Inventar Mercados a través de la Innovacion
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3. Etapas de desarrollo y ciclos de vida
4. Incorporacién al mercado
5. Metodologias de desarrollo

UNIDAD DIDACTICA 8. LA INNOVACION EN LOS PROCESOS ORGANIZATIVOS

La transformacién digital de la cadena de valor

La industria 4.0

Adaptacion de la organizacion a través del talento y la innovacion
Modelos de proceso de innovacién

Gestion de innovaciéon

Sistema de innovacién

Como reinventar las empresas innovando en procesos
Innovacién en Procesos a través de las TIC

El Comercio Electrénico: innovar en los canales de distribuciéon
10. Caso de estudio voluntario: La innovaciéon segin Steve Jobs
11. Caso Helvex: el cambio continuo

12. La automatizacién de las empresas: RPA, RBAy RDA

N AWM=
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MODULO 10. GESTION DE LA SEGURIDAD INFORMATICA
UNIDAD DIDACTICA 1. INTRODUCCION A LA SEGURIDAD

1. Introduccién a la seguridad de informacién
2. Modelo de ciclo de vida de la seguridad de la informacion
Confidencialidad, integridad y disponibilidad. Principios de proteccion de la seguridad de la
informacioén
Tacticas de ataque
Concepto de hacking
Arbol de ataque
Lista de amenazas para la seguridad de la informacion
Vulnerabilidades

9. Vulnerabilidades en sistemas Windows
10. Vulnerabilidades en aplicaciones
11. Vulnerabilidades en sistemas Unix y Mac OS
12. Buenas practicas y salvaguardas para la seguridad de la red
13. Recomendaciones para la seguridad de su red

w
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UNIDAD DIDACTICA 2. POLITICAS DE SEGURIDAD

Introduccion a las politicas de seguridad

(Por qué son importantes las politicas?

Qué debe de contener una politica de seguridad

Lo que no debe contener una politica de seguridad

Cémo conformar una politica de seguridad informatica

Hacer que se cumplan las decisiones sobre estrategia y politicas

aunhkhwn=

UNIDAD DIDACTICA 3. AUDITORIA Y NORMATIVA DE SEGURIDAD
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1. Introduccién a la auditoria de seguridad de la informacién y a los sistemas de gestién de
seguridad de la informacion

Ciclo del sistema de gestion de seguridad de la informacion

Seguridad de la informacion

Definiciones y clasificacién de los activos

Seguridad humana, seguridad fisicay del entorno

Gestion de comunicaciones y operaciones

Control de accesos

Gestion de continuidad del negocio

N A WN

UNIDAD DIDACTICA 4. ESTRATEGIAS DE SEGURIDAD

Menor privilegio

Defensa en profundidad

Punto de choque

El eslabén mas débil

Postura de fallo seguro

Postura de negacion establecida: lo que no estd prohibido
Postura de permiso establecido: lo que no esta permitido
Participacién universal

Diversificaciéon de la defensa

Simplicidad

Vv NoUnhAWLUN=
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UNIDAD DIDACTICA 5. EXPLORACION DE LAS REDES

Exploracion de la red

Inventario de una red. Herramientas del reconocimiento
NMAP Y SCANLINE

Reconocimiento. Limitary explorar

Reconocimiento. Exploracion

Reconocimiento. Enumerar

ounpkpnNn-=

UNIDAD DIDACTICA 6. ATAQUES REMOTOS Y LOCALES

Clasificacion de los ataques

Ataques remotos en UNIX

Ataques remotos sobre servicios inseguros en UNIX
Ataques locales en UNIX

(Qué hacer si recibimos un ataque?

AN =

MODULO 11. PROYECTO FIN DE MASTER
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